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AHoranisg. CtarTs IOCHIKY€E B3a€EMO3B'SI30K MDK KiOE€p3axXMCTOM KPUTHUYHOI
iH(ppacTpykTypH (KI) Ta exonoriyHoro 0e3MeKor0 B yMOBaX BOEHHOIO CTaHy B YKpaiHi.
OOGrpyHTOBaHO TOpUIHUN XapaKTep Cy4acHOl arpecii, e Kibeparaku MoeaHyOThCS 3
¢13uunuM pyiiHyBaHHsIM 00’ekTiB Kl (eHepreTtnka, BoOIONOCTayaHHS, XIMIYHA
IPOMHUCIIOBICTH ), CIIPUUMHSIOUN KaCKaIH1 BIIMOBH Ta €KOJIOT14H1 KaracTpodu [3, 4, 6].
3anponoHOBAaHO KOHIICMIIIIO «EKO-KibepOe3nekn» SK I1HTErPAaTUBHUN MIAXIT IS
3a0e3neyeHHsl HalllOHAJIbHOI cTifikocTi [3, 5, 7]. Po3misHyTO OCHOBHI KiGep3arpo3u
(Wiper-manBapi, atraku Ha SCADA/ICS) Ta iXH1 HACTIIKH JJIsI JOBKULIS, BKIIOYAIOUH
npoOnemy exkoruay [4, 6]. HaronomieHo Ha HEOOX1THOCTI rapMOHi3aIlii 3aKOHO/IaBCTBA
3 Qupextusoro €C NIS2 [2] Ta BnpoBamkeHH1 apxiTekrypu «HyapoBoi noBipu» (Zero
Trust) [5] nns miaBUIIEHHS CTIMKOCTI cUcTeM. BHU3HaueHo, 10 JMIe iHTerpaTuBHUN
X171, SKUH BKITIOYA€E TTPAaBOBE BU3ZHAHHSI K10EP-CKOJIOT1YHUX 1HITUCHTIB Ta MOCHICHY
MIKBIIOMYY KOOPJIMHAIII0, € KPUTUYHO BAXKIMBUM JJIS EKOJIOT1YHO O€3Me4HOro
BIJTHOBJICHHSI Ta JIOBIOCTPOKOBOI OC3IEKH YKpaiHu.
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Abstract. The article explores the relationship between cyber defense of critical
infrastructure (CI) and environmental security during martial law in Ukraine. It
substantiates the hybrid nature of modern aggression, where cyber attacks combine
with the physical destruction of CI facilities (energy, water supply, chemical industry),
causing cascading failures and environmental disasters [3, 4, 6]. The concept of “eco-
cybersecurity” is proposed as an integrative approach to ensure national resilience [3,
5, 7]. Key cyber threats (Wiper malware, SCADA/ICS attacks) and their environmental
consequences, including the issue of ecocide, are reviewed [4, 6]. The necessity of
harmonizing legislation with the EU NIS2 Directive [2] and implementing the Zero
Trust Architecture (ZTA) [5] to enhance system resilience is emphasized. It is
concluded that only an integrative approach, which includes the legal recognition of
cyber-environmental incidents and enhanced inter-agency coordination, is critical for
Ukraine's environmentally safe recovery and long-term security.

Keywords: cybersecurity, critical infrastructure, martial law, environmental
security, eco-cybersecurity, hybrid threats, NIS2, ecocide.

Beryn. Boennwii ctan B YkpaiHi JOKOPIHHO 3MiHHMB JIaHAMAdT HAIIOHAIBHOT
Oe3mneKku, BUBIBIIN HA MEPIIHHA IJIaH T1IOPUIHI BUKJIMKY, K1 MOETHYIOTh Kibeparaku Ta
¢i3uune pyitHyBanHas 00’ekTiB [1, 5]. Kputnuna indpactpykrypa (KI) — e xpeber
JepKaBH, IO 3a0e3medye KUTTEBO BaXJIMBI (YHKII CYCIHIJIBCTBA: CHEPTETHKY,
BOJIONIOCTAYaHHs, TPAHCIOPT, (DiHAHCH Ta KOMYHiKaIlii. ¥ BOE€HHWH dYac I 00'€KTh
CTalOTh TMPIOPUTCTHUMH IUISIMH arpecopa, ajpke IXHE€ BHBEICHHS 3 JIaJy 3/1aTHE

83



COPUYMHUTU HE JMIIE COLaJIbHO-€KOHOMIYHUNA Kojnamc, ajge W KaracTpogiyuHi
exojoriyHi  Hacmigku [4]. PyliHyBaHHA eHeproOnokiB, Hadroba3, uu, sK
npoaemMoHcTpyBaio 3HuIIeHH KaxoBchkoi ['EC, riipoTexXHIYHUX CHOPYA, € aKTaMH,
110 MOEHYIOTh TEPOPU3M, (Pi3uUHy arpecito Ta exorus [4, 6].

AHaJi3 crany nutanns. KiGeprnpocTip cTaB NOBHOLIHHUM T€aTPOM BIMCHKOBHX
nii. I1ig yac BOEHHOTO CTaHy XapakTep Kibep3arpo3 CyTTEBO 3MIHUBCS: BOHM CTalld
OUTbI IHTEHCUBHUMHU, LIJIECIPSIMOBAaHUMU Ta JAECTPYKTUBHUMH. ATaKH CHpPsIMOBaH1
HE NPOCTO HAa BUKPAJACHHS JAHMX YM MOPYLIEHHS POOOTH OKPEMHUX CEpBICIB, a Ha
¢13uuHe pyiHYBaHHS CUCTEM yIpaBiiHHsA npoMucioBumu npouecamu (SCADA, ICS),
o Oe3noCepeIHhO MPU3BOAUTH J0 peadbHuX, (Hi3uuHUX HacHiAkiB [5]. TonoBHOIO
OCOOJIMBICTIO € CUHXPOHI3allisl Kideparak 13 (GI3MYHUMU 00CTpIIaMu, 110 YCKJIAIHIOE
BiTHOBJICHHSI Ta MOCHITIOE TIAHIKY.

Mera poOoTu. AKIEHTYyami3alis HEralHOTO BIPOBAHKEHHS I1HTETPaTUBHOTO
HiAXOY, SIKHH 0a3zyeThcsl Ha IOPUANYHOMY BHU3HAHHI KaTEropii «KiGep-eKoJIoriyHOro
IHIUJICHTY», TOCUJICHH] TEXHOJIOTTYHOI IHTETpallii CUCTEM MOHITOPUHTY (BKJIFOUHO 3
BUKkopuctanusM AI/ML  ja5ng  0OporHO3HOTO MOJENIOBaHHS) Ta  OE3IIOBHOMY
M1BIJJOMYOMY CITIBPOOITHHUIITBI.

MeTtonuku, Martepiaju i pe3yJbTaTH AOCTiAXKeHb. 3TiTHO 3 aHAII30M
Jlep>kaBHOI Ci1y0H cIieniaibHOro 3B'I3Ky Ta 3axucty iHpopmarii Ykpainu (ACC33I),
OCHOBHI Ki0ep3arpo3u KpUTUYHIN 1HPPaCTPYKTYpl MiJ Yac BIHU BKIIOYAIOTh:

o JlecrpykTuBni araku (Wiper Malware). IllxiznmuBe mporpamue
3a0e3neyeHHs, MpU3HaueHe sl HE3BOPOTHOTO 3HUIIICHHS TaHUX Ta BUBEJEHHS 3 Ay
anapatHuxX KoMmmoHeHTIB. [Ipuknagom 3anumaerscst Bipyc «NotPetya», a y BoeHHHIA
gac Il 1HCTPYMEHTH €BOJIOLIOHYBAIM JO OUIBIN cHeludIYHMX, HAlUJICHUX Ha
IIPOMUCIIOBI CHUCTEMH, SIK, HANPUKIAJ, Ballepu, 10 MACKYIOTbCS TMiJ MpOorpamMu
OHOBJICHHS, KOMIIPOMETYIOUM JIAHIIOKOK MOcTaBoK (Supply Chain Attacks) [5]. Le
JI03BOJISIE arpecopy OTpUMaTHU IOCTym 1o cuctem omeparopiB Kl uepe3 moBipeHux
MOCTAa4YaJIbHUKIB TPOTPAMHOTO 3a0€3I1eUCHHSI.

e ATAKM Ha CHCTEeMHM YIPaBJiHHA  TEXHOJOTIYHUMHM  MpolecaMH
(ICS/SCADA): 1linsiMu € eHepreTuyHI MiACTaHIlii, CHCTEMH BOJIOOUYHUIIEHHS, XIMIUH1
3aBOJIM. YCIIIIITHA aTaka MOYKE MIPU3BECTH J10 BHOYXiB, 3yTMHKH BUPOOHUIITBA 200, 10
KPUTUYHO JIJIA €KOJIOTii, HEKOHTPOJIbOBAHOTO BUKHUIY HeOe3NmeuHux pedoBuH [3, 5].
OcobnuBa HeOe3neka nmonsarae y BUKopucTanHi cnerudiyaux TTPs (TakTuk, TEXHIK 1
Mporeayp), PO3pPOOICHUX I MaHIMy/sAmii (Gi3MYHUMH TIpOIIeCaMH: HANpPUKIa,
IIPUXOBaHE IMepenporpaMyBaHHsl KOHTPOJIEPIB JUIsl CTBOPEHHS HAJUIUIIKOBOTO THCKY
abo TeMmIlepaTypH, IO MPU3BOAUTH A0 (HI3UYHOTO IOIIKOJKEHHS OOnagHaHHS (SIK Y
BUIAJIKYy 3 aTakaMH Ha eHepreTuuny cucremy B 2015-2016 pokax) [3, 5].

Oo6roBopennsi. HeoOxinmHe BIpOBaKEHHS TIPABOBOTO Ta IHCTUTYIIHHOTO
MIAIPYHTS 3aXUCTy. B yMOBaxX BOE€HHOTO CTaHy YKpaiHa aKTHBi3yBajia rapMOHI3AIli0
CBOTO 3aKOHOAABCTBa 3 HopMamu EBporeiicbkoro Corosy, 30kpema 3 J(MpeKTHUBOIO
NIS2, mo po3uuproe nepeaik KpUTHIYHUX CEKTOPIB Ta MOCHIIIOE BUMOTH J0 IXHHOTO
kibepsaxucty [2, 3]. 3akon VYkpainu «lIpo kputwuny indpactpykrypy» [1] Ta
BimoBiaHI mig3akoHHi aktu Bu3Haumau JICC33I sk ymoBHOBaxkeHHi opran y cdepi
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3axucty KI. JlomatkoBo BaxiuBy posib Biairpae HarioHanbHUN KOOpIMHAIIWHUIMA
uentp kibepoesnexku (HKIK) npu PHBO, sikuit 3a0e3nedye MixkBIIOMYY KOOPAUHAII IO
Ta (hOpMy€e CTpaTeriuHi npiopurertu [5].

BaxinBuM acnekToM € €KoJoriyHa Oe3mneka SK HEBIJ€MHUM KOMITIOHEHT
KpUTUYHOI 1HPpacTpyKkTypu. Ekonoriuna 6e3neka y BOEHHUN 4ac MEePETBOPIOETHCS 3
MATAHHS SKOCTI )KUTTS HAa MUTaHHS BY)KMBAHHS Hallli. BilicbkoBI /11 3aBal0Th MPSIMO1
Ta OINOCEPEAKOBAHOI IIKOAW JOBKUUTIO, CTBOPIOIOYM PHU3HMKH, SKi 3a CBOEIO
MacHITaOHICTIO MOXKYTh MEPEBUIIYBAaTH 30UTKU BiJ BIHCHKOBUX BTpaT [4].

IIpsama ¢isuuna mkona KI 3 exosorivHumu Haciaigkamu. PyilHyBaHHS
OPOMHUCIOBUX OO0'€KTIB (XIMIYHUX 3aBOAIB, HadTONEpPepOOHHX MiANPUEMCTB)
NPHU3BOIUTH JI0 HEKOHTPOJIbOBAHUX BUKHIIB TOKCHYHUX PEUYOBUH, BAXKKHUX METATIB Ta
POYKTIB TOPiHHS B aTMOcdepy, IpyHTH Ta BogH1 00'ekTH. Karactpoda na KaxoBcbkiii
I'EC (2023) € naiisickpaBimuM npukiiagom [4, 6], koau ¢izuune pyliHyBaHHS 00'€KTa
KPUTUYHOI 1HPPACTPYKTypH CHPUUYMHUIO CKOIMJ: 3aTOIUICHHS BEIHMUYE3HUX
TEPUTOPIH, 3HUIIECHHS O10pI3HOMAHITTA, 3a0pyAHEHHS MUTHOI BOAM Ta Aerpaalliio
CUTBCHKOTOCTIONAPCHKUX 3EMENb.

3a0pyaHenHsi TepuTopiii Ta rpyHtiB. [llupokomacimitabHe BHKOPUCTAHHS
BaXXKOI TEXHIKH, MIHYBaHHS, BUOyXH Ta OOCTpUIM PyHHYIOTh I'PYHTOBUM MOKpPUB Ta
ekocucTeMu [6]. 3ayMIIKK TIajJuBa, MACTWUIBHUX MaTepiaiiB Ta Ooenpumacip, IO
MICTSITh TOKCHYHI1 CHOJYKH, NMPOHUKAIOTH y IPYHTH Ta mija3emMHl Boau. [Ipobrema
HeposipBanux OoenpumnaciB (HBII) Ta MiH € OKpeMOI0 €KOJOT1YHOIO 3arpo30lo, ska
NEPEIIKOKAE TPOBEACHHIO BiTHOBIIOBAILHUX POOIT.

KitouoBuM aprymMeHTOoM Ha KOPUCTh 1HTErpAaTUBHOTO MIAXOAY € Te€, IO
KibepaTaky Ta €KOJOTi1UHI KaTacTpodu € eJIeMEHTaMH €IUHOTO CHCTEMHOTO PH3HUKY,
AKUN BU3HAYAETHCS fAK eKo-kiOepOesmeka. lleil pusuk BHHHMKae dYepe3 KacKajHi
BimMOBH (cascading failures), ne mopymieHHs B ogHomy cekTtopi Kl (Hampuknan,
EHepreTHKa) yepe3 KiOepiHIIUIEHT MUTTEBO BUKIIMKAE JIAHITIOTOBY PEAKIIIIO BITIMOB B
IHIITUX CEKTOpax (HANpHUKIIaa, BOJOTIOCTAYaHHs Ta XiMiuHa Oe3neka) [3, 5].

Exo-kibepbesrieka BuBYae, K KibepaTakh Ha KPUTHYHY iH(pacTpyKTypy, IO
BIJIMTOB1/IA€ 3a KUTTE3a0€3MEUCHHS, MOXKYTh CIIPUUUHHUTH €KOJIOTTYHY KaracTpody.

e Cuenapiii «Bonokanana i Ximiude 3a0pyaHeHHs1». 3JIOBMHCHUK OTpPUMYE
KOHTPOJIb HaJl aBTOMAaTU30BaHOIO CHCTEMOIO YIPABIIHHS BOJOOYHUCHUMHU CHOpPYIaMHU
(ACY TII). 3amicTh BUKpaJEHHS TaHUX, BIH 3MIHIOE TTapaMeTPU XIMIYHOT 00poOKu ab0
BIIKpUBA€ IILIIO3W JUISI HECAHKI[IOHOBAHOTO CKHUJy HCOYHUIICHUX CTOKIB YH
TEXHOJIOTIYHUX PIAMH y piuky. lle MUTTEBO CTBOpIOE €KOJOTIYHY Karactpody Ta
CTaBUTb TI1J] 3arpO3y 370POB'st HAceIeHHs [S].

e Cuenapiii «Tpancnopr i Jlorictuka He6e3neunux Banra:xiB». KiGeparaka
HAa CHUCTEMH YIPaBIIHHS PyXOM 3aJI3HUYHOTO TPAHCIOPTY MOXKE MPU3BECTH JI0
3ITKHEHHSI TOi3/iB, IO MEPEBO3ATh HeOe3me4yHi XiMiuHi ab0 MaIMBHO-MACTHIIBbHI
Mmarepianu. lle cnpuunHNTh MacmTabHe 3a0pyIHEHHS TPYHTIB 1 BOMHHUX PECypCiB Ha
MicIIi aBapii Ta BUMararuMe HeraifHOi €KOJIOTIYHOT JIOKaTi3allii Ta O4uIieHHs [5].

Cucremna criiikicTs (Resilience). [aTerparuBauii maxia 10 eko-kidepOe3neku
Mae OyTH OpIEHTOBaHMW Ha TMIABUIIEHHS CHUCTEMHOI CTiiiKocTi (resilience), 1o
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BKJIFOYAE 3aTHICTH HE JIMIIIE 3aXUCTUTH 00'€KT BIJI aTak, aJie ¥ IIBUIKO BIJTHOBUTH HOT'O
(PYHKIIIOHYBaHHS Ta MiHIMI3yBaTH CyITyTH1 HaCIiAKH [5].

HasiBHicTh aBTOHOMHHMX CHCTEM €KOJOTiYHOI0 KOHTPOJII Ta KUBJICHHS.
CucreMH MOHITOPUHTY MAalOTh HPALOBATH HE3aJEKHO BiJ OCHOBHOI Mepexi
ynpasininHg KI, mo6 y pas3i kibeparaku €KOJIOTIYHI MHapaMeTpu MPOJOBXKYBaJIU
¢ikcyBarucs 1 nepegaBatucs [5].

InTerpanis nuaHiB pearyBaHHsl Ta iXHsl CHHXpOHi3auis. [InaHu pearyBaHHA
Ha KiObepiHuaeHTH Ha 00'ektax Kl MoBUHHI MICTUTH YITKUI PO3LT PO MOTECHITIHHI
€KOJIOT1YH1 HACIIIJIKM Ta IHCTPYKUI JJIsl €KOJIOTTYHUX CIIYKO 100 HeraitHoro Bindopy
npo0, 13011111 3a0pyIHEHUX IIIISHOK Ta MONEPEIKEHHS HACEJIEHHS.

BucHoBkun. B ymMoBax BOEHHOro craHy Oe3leka JepKaBU BHUMIPIOETHCS i
3JIaTHICTIO IPOTUCTOATU TIOPUIHUM aTakam, Jie KidepnpocTip, Gpi3uyHuN IpocTip Ta
JOBKIJUISL CTalOTh €MHUM mosieM 0010 [5]. KiGep3axucT KpuTuyHOi 1HPPACTPYKTYpHU
Ta €KOJIOT14Ha Oe3neKa OUTbIIE He MOXYTh PO3IIISIATUCSA SIK OKpEMI AUCITUIUTIHY, a[Ke
iXHI 3arpo3d MarOTh CHHEPreTHMYHUN Ta KackaaHui xapakrtep [3, 4]. Hamamgu, mo
MalOTh Ha METl BHUBEIACHHS 3 Jaay CHCTEM YIPaBIIHHS BOJOMOCTAYaHHSM,
€HEPreTUKo abo XIMIYHUM BHUPOOHUIITBOM, 32 CBOEIO CYTTIO € aKTaMU €KOJOT14HOT
arpecii, iHillIilOBaHUMH Ki1Oep3acoOaMH.

VYenmimHa  OpoTHAIS MM BUKJIMKAM BHMAara€ HErailHoro BIIPOBaIKEHHS
iHTerpaTuBHOTO Mmiaxony. Llei miaxin 60a3yeTbest HAa IOPUAMYHOMY BU3HAHHI KaTeropii
«K10€p-CKOJIOTIYHOTO 1HITUJAEHTY», TOCHJIEHHI TEXHOJIOTIYHOI IHTerpallii cucteM
MOHITOPUHTY (BKJIFOYHO 3 BUKOpUCTaHHAM AI/ML 11 mporHo3HOro MozientoBaHHs) Ta
0€31TI0BHOMY MiB1JIOMYOMY CITIBPOOITHHUIITBI [7].
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